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Giedion, Mendelsohn, Corbusier turned the abiding places  

of man into a transit area for every conceivable kind of energy 

and for electric currents and radio waves. The time that is  

coming will be dominated by transparency (Benjamin, “The  

Return of the Flâneur”).

The coils of a serpent are even more complex than the  

burrows of a molehill (Deleuze).

During the Cold War, the unimaginable usually came in the guise of  

a threat from outer space (which in western science-fiction was  

not infrequently a code word for communism), whereas today the  

unimaginable has moved almost indecently close to us. It is in our  

immediate proximity, on and in our own bodies. The production of 

unimaginably small nanomachines equipped with all kinds of capa-

bilities is not the sole evidence of this development, as the transfor-

mation of matter itself has become an ‘immaterial.’ The notion of  

‘immaterials’ was coined by Jean-François Lyotard in 1985 with his ex-

hibition “Les Immatériaux” at the Centre Pompidou in Paris. ‘Imma-

terial’ in his sense is not the equivalent of ‘immaterial’ (= opposite of 

matter), but denotes new extensions of material that exclude the pos-

sibility of direct human access: 

The good old matter itself comes to us in the end as some- 

thing which has been dissolved and reconstructed into  

complex formulas. Reality consists of elements, organised  

by structural rules (matrixes) in no longer human measures  

of space and time.1

At first glance, these immaterials are indistinguishable from the  

materials we know of old. However, they are organised according to 
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wholly different laws, for example in the case of organisms manu-

factured with the techniques of genetic engineering. This is com-

pletely in line with the definition of the ‘Unheimlich‘ (uncanny) for-

mulated by Sigmund Freud in Beyond the Pleasure Principle in 1920: it 

is the formerly long known and familiar that recurs in unintention-

al repetition (217-56). Today, not just the matter but also the realms 

that surround us have become uncanny. The notion of transparen-

cy, still so esteemed by Walter Benjamin in 1929, has long acquired 

a dystopic flavour. That change is evident both in the popular fears 

surrounding the transparent citizen and in the fact that the archi-

tectural rooms now indeed distinctive for their great transparency 

are no longer visible (to everyone) and therefore no longer control-

lable, either. 

In a software or interface culture, transparency is a central con-

cept; in fact software and interfaces play a central role in the gener-

al political and societal move towards transparency. However, trans-

parency has different and divergent meanings, as will be clear in  

the following, where I will also outline how artistic strategies can 

critically discuss the age of transparency.

An expedition with Deleuze into the swamps of Louisiana

In his film Down by Law (1986), Jim Jarmusch delivered a highly pre-

cise picture of the paradigm shift that is now becoming reality:  

the change from the enclosing milieu of the disciplinary society 

(Foucault) to the flexible modulations of the society of control  

(Deleuze). 

Jarmusch’s cult movie shows three smalltime crooks – Jack, Zack 

and Bob – who happen to be sharing a prison cell in New Orleans. 

Zack (Tom Waits) is an unemployed DJ, Jack (John Lurie) an occasion-

al pimp and Bob (Roberto Benigni) an honest, kindly, if somewhat 

naïve, Italian who is doing time for manslaughter. They jointly man-

age to escape and via the swamps of Louisiana head for a new life. 

Along with their flight through the swampland, the ‘window scene’ 

is especially significant for our context. Roberto ‘Bob’ Benigni  

is chalking a window onto the cell wall, and because his English is 

rather shaky he asks Jack whether one says, “I look at the window” 

or “I look out of the window.” Jack chuckles at the Italian’s question, 
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but in view of their hopeless situation his response is cynical: “Well, 

in this case I guess you would say I look at the window.” Today, the 

scene can be read as an uncanny pre-anticipation of current devel-

opments.

The concept of transparency plays an important role in the above 

dispositif. In Jarmusch’s bleak prison situation, which corresponds  

to Foucault’s system of enclosure by the disciplinary society, the nor-

mally transparent – and invisible – window (or interface) suddenly 

becomes visible itself as a window, or a boundary or demarcation. 

The simple fact that it is chalked out on a prison wall means that it 

can be experienced in its materiality and facticity. The chalk window 

can be read as a metaphor for software or programmed environ-

ments and their interfaces, which have become the new, ‘post- 

material’ foundations of the contemporary information societies.

While the disciplinary societies described by Foucault are char-

acterised by built enclosures (the prison, the school, the factory,  

the hospital), these rigid structures have given way to continuous 

modulations in the control societies of today. These ‘soft’ modula-

tions resemble a “self-deforming cast that will continuously change 

from one moment to the other” (Deleuze 185). This supple mould, 

which in Down by Law is represented by the image of the swamps of 

Louisiana, has three distinctive attributes: 

1. 	Transparency (diaphanousness or invisibility that eludes  

direct sensory perception) 

2. 	Immateriality (as the connection between individual  

materialities) 

3. 	Performativity (“Code is Law” (Lessig, Code and other Laws  

of Cyberspace) – computer code becomes the law)

In contrast to the opaque prison walls, the swamp is ‘transparent’ 

(metaphorically speaking, of course, since briny water is seldom 

clear). Unlike solid matter, the swamp is fluid, a dangerous attribute 

enabling it to change shape at any time, to fill up cavities as they 

form and to envelop bodies and objects whenever required. The  

enveloping of such perfection hinders (and this is where perfor

mativity comes in) forward movement at least as efficiently as con-

structed fortifications and perhaps even more so.
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Transparency

Today, the age of transparency2 that Walter Benjamin optimistically 

considered to be emerging in the glass buildings designed by his  

architect contemporaries seems to be ambiguous. For one thing, not 

only light waves pass through the transparent buildings but any 

number of electromagnetic waves deriving from a very diverse range 

of technical sources (Medosch, Waves – The Art of the Electromagnetic 

Society; Medosch Waves). For another, the notion of transparency – 

with its double -meaning of visibility and invisibility, or with the am-

bivalence of the panoptical and the post-optical – turns out to be very 

suitable for the characterisation of contemporary performative  

(information) architecture and spaces (Arns, “Read_me, run_me,  

execute_me...“ 197-207). 

Foucault’s notion of panoptism (Foucault) is derived from Jeremy 

Bentham’s ‘panopticon,’ the blueprint for a perfect prison that makes 

the inmates of a circular prison permanently visible to a warden 

placed in the middle. However, I use the term ‘post-optical’ to denote 

all the digital data streams and (programmed) communication struc-

tures or architectures that are monitored at least as easily as such 

prisoners, yet consist of visual information in only a very small part 

(keyword: ‘dataveillance’).

While in everyday usage ‘transparency’ stands for simplicity, clar-

ity and controllability through viewability (for example in the name 

of Transparency International, an organisation combating corruption 

worldwide), in computer science the term means the very opposite, 

namely invisibility and information concealment. A ‘transparent’  

interface is one that the user can neither detect nor notice. While 

this concealment of (superfluous, excessive) information is often  

expedient in terms of reducing complexity, it can also lull the user 

into a false sense of security: the invisibility of the interface suggests 

a direct view of something, an unimpaired transparency in which  

it would be foolish, of course, to believe. For that reason, Lev  

Manovich writes: “Far from being a transparent window into the data 

inside a computer, the interface brings with it strong messages of  

its own.”

In order to make this ‘message’ visible, attention must be directed 

to the transparent ‘window pane’ itself. Just as at the press of a but-
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ton the transparent glass facades of buildings can be transformed 

into translucid or semi-transparent surfaces, and thus become  

visible, it is a question of wrenching the transparency out of post-

optical information-technical structures. Applied analogously to 

communication networks, it would be a matter of making the trans-

parent distribution structures of economic, political and social  

power opaque, and therefore perceptible. It is ultimately a matter of 

restoring to the IT-based notion of transparency the original mean-

ing of clearness and controllability through visibility.

Immateriality

The more regulated by software everyday things become, the less  

accessible they are to sensory perception in our everyday dealings 

with them. However, the fact that they are vanishing from sight does 

not mean that they are not there. On the contrary: the increasingly 

programmed world surrounding us means that rules, conventions 

and relationships, which are basically changeable and negotiable, 

are being translated into and fixed in software. Recorded in software, 

immaterial structures are at least – and herein lies the paradox – as 

permanent as, and perhaps even more powerful than, material struc-

tures and architecture. 

The secret (and uncanny) making invisible of the world through 

software deployment does not only lead to a withdrawal from visi-

bility and perceptibility but also means that structures become  

immaterial. In this case, however, ‘immaterial’ does not imply that 

these structures are any less effective than their solid counterparts. 

To take ‘immaterial’ to mean the opposite of ‘material’ would be  

to wholly misread the term (Terranova 31). Rather, one must learn 

to grasp the immaterial as something which turns “qualitative,  

intensive differences into quantitative relations of exchange and 

equivalence” (ibid.). It establishes relations between isolated mate-

rialities – things and people, wares and individuals, objects and sub-

jects – and in this way is able to compute profiles, for instance, of 

consumers or movements at very high speed.3 

At every given second, the immaterial is somewhere (as opposed 

to nowhere), between things. It encloses the materials, elastically 

changes shape, agilely follows objects and bodies, and constantly  

establishes connections. Admittedly, the immaterial is not that 
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‘which holds together the world in its innermost place,’ but it  

forges together the things in the world by interrelating them and 

does so more efficiently than rigid structures were ever able to. Thus, 

software turns out to be a very hard substance and immateriality to 

be quasi-factitious materiality that, however, most of the time eludes 

our (visual, tactile) sensory perception.

Performativity

Programmed structures consist of two kinds of ‘texts’: a visible ‘front 

end’ (the ‘window’) and an invisible, transparent ‘back end’ (the soft-

ware or program code). These texts are to each other as phenotext  

is to genotext in the sphere of biology: the surface effects of the  

phenotexts (graphical user interfaces) are called up and controlled 

by the genotexts (program codes or source texts) effective below the 

surface. The characteristic attribute of program code is that it unites 

saying and doing (action), in other words, code as an action-capable 

act of speaking is not a description or representation of something, 

but instead affects directly, sets in motion, times effects. Code does 

what it says.

However, code affects not only the phenotexts, that is to say the 

graphic user interfaces. “Coded performativity” (Grether) has equal-

ly direct, even political, effects on the (virtual) realms through which 

we move. According to the American lawyer Lawrence Lessig, “[p]

rogram code increasingly tends to become law” (Lessig, “Stalin & Dis-

ney – Copyright is Killing the Internet”). Today, control functions are 

integrated directly in the architecture of the network, namely in its 

code. In Code and other Laws of Cyberspace, Lessig uses the Internet 

provider America Online (AOL) as a compelling illustration of the 

way in which program architecture can hinder, with the aid of the 

code that defines it, any form of virtual ‘rebellion,’ for instance, and 

largely control the users. Therefore, Graham Harwood describes this 

transparent world as an “invisible shadow world of process” (49). 

It is a world with direct, and also political, consequences for  

the virtual and real spaces in which we move today: by stipulating 

what is possible in these spaces, and what is not, it mobilises or,  

as applicable, immobilises its users. The question of permeability  

– access? when and for whom? – is central for contemporary spaces 

and closely linked to the notion of performativity (Arns,“Texte, die 
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(sich) bewegen…” 57-78; Arns, “Read_me, run_me, execute_me...“ 

197-207). Gilles Deleuze writes that:

The conception of a control mechanism giving the position  

of any element within an open environment at any given in-

stant (whether animal in a reserve or human in a corporation, 

as with an electronic collar), is not necessarily one of science 

fiction. Félix Guattari has imagined a city where one would be 

able to leave one’s apartment, one’s street, one’s neighborhood, 

thanks to one’s (dividual) electronic card that raises a given 

barrier; but the card could just as easily be rejected on a given 

day or between certain hours; what counts is not the barrier 

but the computer that tracks each person’s position – licit or 

illicit – and effects a universal modulation” (186).

So-called Radio Frequency Identification (RFID) technology, for  

example, makes possible tracking of the very kind described above 

(Radio Frequency Identification Technology; How I learned to love RFID). 

RFID tags are tiny radio labels, passive wireless transmitters which 

are able to send and save information, and which are expected to  

become replacements for barcode labels. 

They are already in use in goods logistics, human surveillance and 

anti-theft protection. In response to a weak wireless energy pulse, 

RFID tags return to a reading device the information stored on them. 

This is already possible over a distance of up to several hundred  

metres – without the bearer of the tag even noticing. In addition, the 

technology enables objects to be unambiguously identified worldwide; 

in addition to the unnoticed reading out of information, this capabil-

ity is a further significant attribute distinguishing RFID from conven-

tional barcodes. RFID allows the flow of goods to be re-traced without 

gaps, and thus opens up whole new dimensions of data mining  

(for instance through the compilation of consumer profiles). If one 

considers the potential deployment of RFID technology on and inside 

people – via passports or health-insurance cards provided with RFID 

chips on which biometrical data are stored, say, or via RFID tags with 

biometrical data implanted below the skin (Wo gibt es RFID?) – then 

new forms of ubiquitous control are conceivable. 

British artist Chris Oakley graphically illustrated this possibility 

in his short video The Catalogue.
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ill. 1:   Chris Oakley: Still from The Catalogue (2004).

The age of transparency is marked by a dual structure of the pan-

optical and post-optical. On the one hand, we are confronted with  

a dispositif of total, panoptical visibility that began in the 1980s, if not 

indeed earlier, with the installation of video-monitoring systems  

and it is now being perfected in state and private-sector structures 

of surveillance satellites (Parks; Hunger). With a fictitious newspa-

per notice allegedly appearing in the year 2067 – “Anna Kournikova 

Deleted by Memeright Trusted System” – David Rice thought in 2001 

to a logical end the dispositif of transparency coupled with the ever 

stricter persecution of copyright infringements we are witnessing 

today. Smart activists, advertising agencies or religious fundamen-

talists already devise targeted advertising for Google Earth: Gigantic 

Land Art projects are coming into being, visible only from airplanes 

or to the cameras of satellites (Waldt). 
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In parallel with this panoptical visibility, the technical structures 

that observe and act performatively have increasingly withdrawn 

into invisibility. In many cases, performative structures, whether  

unimaginably small, immaterial or remote, are recognisable only by 

their effects but are no longer necessarily visible. Satellites, for in-

stance, are so far from the Earth that they can scarcely be detected 

with the naked human eye, miniaturised nanomachines are simply 

too small, and most software eludes human perception because it 

involves ‘inconspicuous’ performative (geno-)texts lying below the 

visible surfaces (pheno-texts) that generate them. In the age of trans-

parency we find ourselves dealing with a fundamental de-coupling 

of visibility and performativity/effectivity. 

While many things are being subjected to the paradigm of per-

manent visibility, the performative structures that truly act are with-

ill. 2:   Smart  
Google Earth graffiti.

ill. 3: We love air- 
craft noise Google  
Earth graffiti.

Disse to illustrationer 
kan desværre ikke blive 
større pga. mangleden 
opløsning.
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drawing from precisely this visibility, and thus from our direct con-

trol. These structures have become transparent. Invisibility is equal-

ly becoming the privilege of acting, performative structures. It is in 

this sense that I refer to the present as a post-optical age in which 

program code – which might also, with reference to Walter Benjamin, 

be described as the post-optical unconscious4 – is becoming ‘law’  

as a performative text.

Minoritarian tactics in the age of transparency

The vocation of an art of the kind that reflects on electronic 

crowds and networks is not the representation of the visible 

world but the visualisation of what is otherwise inaccessible  

to perception and is difficult to imagine because of its cosmic  

or microscopic scale, its discontinuity in space and time, or  

its impenetrability – from the insides of the body, the atom  

or the black box to the outside of our galaxy and our universe 

(Morse 192).

How can political and/or artistic action be articulated in such spaces 

that have become imperceptible, withdrawn from the direct view? 

In view of this software-assisted disappearance of the world, where 

and how can potential spaces of the political (re-)emerge? Various 

media and net art projects as well as software-art projects (i.e., Wo 

gibt es RFID?) have in recent years developed approaches that make 

the structures of economic, political and social power distribution 

in communication networks opaque (= visible). The concern of such 

projects is invariably to transpose information-technical structures 

from a state of transparency to one of visibility or perceptibility. 

In an age of software-assisted implosion of the political, this first 

step alone is eminently political. Almost twenty years ago already, 

Deleuze asserted: “There is no need to fear or hope, but only to look 

for new weapons” (187).

Are resistant tactics5 even feasible in this transparent world? And 

if so, what do they look like? Two tactical directions will be described 

in the following: a) that of viewing, mapping and intervening, that  

is to say the making visible of structures of the surveillance and/or 

information landscape; and b) that of vanishing and becoming  
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invisible through maximum visibility (over-identification with, and 

deployment of, the panoptical regime).

Inspecting, cartographing, intervening 

Projects that point to the existence of concealed structures of the 

surveillance and/or information landscape belong to the above  

category. A media-artistic and -activistic analysis of the subject of 

video surveillance is a current topos in media art6 – in the 1990s, for 

example, Yann Beauvais (F) and the Surveillance Camera Players (US) 

performed plays for the operators of surveillance cameras and in 

this way focused attention on the video cameras scattered around 

cities. The works of the French artist Renaud Auguste-Dormeuil 

should be mentioned – as should the track-the-trackers system devel-

oped by the Swiss artist Annina Rüst in 2003, which identifies the  

locations of CCTV cameras in public space by using GPS. These loca-

tions are stored in a database and the camera sites acoustically sig-

nal to users of the system moving through the city.

Beyond this, however, there are also projects that want not mere-

ly to alert us to the existence of video cameras in public spaces but 

aim to make visible the transparent (power) structures lying behind 

them. One example is the work of Canadian artist Michelle Teran, 

who pulled a strange-looking trolley-suitcase through the streets of 

Berlin in 2005. Her performance Life: A User’s Manual7 made visible 

on a television set the footage of surveillance cameras installed  

in public and private locations. She used a commercially available 

video-scanner which was able to intercept radio signals emitted by 

cameras transmitting on the 2.4 Ghz frequency band. In this way, a 

stroll through the city became a “shared experience in visualizing 

the invisible” (Teran).

In her video Faceless (2007, 50 min.), the Austrian artist Manu Luk-

sch goes one step further than Yann Beauvais and the Surveillance 

Camera Players. While producing the video in London, Luksch posed 

in front of countless CCTV cameras and then invoked the British 

Data Privacy Law (which guarantees one’s right to one’s own image) 

to demand that the operators furnish her with the footage. She used 

this material (on which the faces of everyone except the artist had 

been made unrecognisable for data-privacy reasons) to assemble a 
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disturbing science-fiction tale that “thanks to the single-frame aes-

thetic dictated by the nature of surveillance footage is reminiscent 

of Chris Marker’s groundbreaking film-comic La Jetée (1962)” 

(Keuschnigg).

The French group Bureau d’Études has for several years been car-

tographing contemporary political, social and economic systems. 

These visual analyses of transnational capitalism are the product of 

elaborate and painstaking research, and are mostly presented in the 

form of large-format wall paintings. Governing by Networks (2003) is 

a chart that visualises the reciprocal shareholdings and transnation-

al interconnections of global media conglomerates. Because these 

visualised representations depict relations that normally remain in-

ill. 4:    Manu Luksch: Still from Faceless (2007).
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visible, through channels that usually remain singular and uncon-

nected, and because they are being linked up in order to form a great 

whole, the charts function like “resymbolizing machines” (Bureau 

d’Études, “Machines de Resymbolisation... ”). 

Bureau d’Études uses the term to describe the resistant process 

of stringing together and representing that which is no longer per-

ceivable as a whole, namely global capitalism, due to the intricacy 

of its branches and capillary structures. Bureau d’Études, whose con-

ceptual forerunners include the artists Öyvind Fahlström (1928-76) 

and Mark Lombardi (1951-2000), produces a sharp analysis of the 

present in its visual dissection of contemporary business conglom-

erates.

Over the past few years, the so-called plane spotters have vivid-

ly demonstrated that transparent structures can be disclosed through 

simple observation. Aviation enthusiasts were able to uncover the 

‘Guantanamo flights’ of the CIA by closely observing the take-offs 

and landings at various places in the world and continuously com-

paring this data with civilian flight schedules. Although the US se-

cret service uses civilian aircraft to transport suspected terrorists to 

prison camps like Guantanamo, the flights do not appear in civilian 

flight plans and for this reason the secret activities eventually be-

came conspicuous. 

With Terminal Air (2007), the American experimental geographer 

Trevor Paglen and the Institute for Applied Autonomy have devel-

oped a system (software and database) which is able to display al-

most in real-time these illegal CIA flights. Paglen is primarily inter-

ested in exploring and documenting “military landscapes” like mil-

itary installations hidden deep in the American desert. In order to 

photograph these concealed and remote sites, and thus make visi-

ble the “optical unconscious” (Benjamin, “A Small History of Photog-

raphy”), Paglen uses in Limit Telephotography outer-space photogra-

phy techniques deploying tele lenses with focuses between 1,300 

and 7,000 mm, an enlargement that makes visible to the human eye 

invisible aspects of the landscape. Missing Persons (2006) for its part 

deals with the transparent surface of the (letterbox) companies that 

own the aircraft used to make the Guantamo flights and exhibits the 

signatures of the fake CEOs. 
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engineer ing and 
technological development of 
the Internet. It is the major 
organization involved in the 
deve lopment  of  
specifications for the new 
Internet standards. The IETF 
is atypical to the extent that 
it was built up through a 
series of events, without any 
statutory framework or 
administrative board, without 
any members or admissions 
procedures. (source: Steve 
Coya, Executive Director, 
I ETF ,  www. i soc -
gfsi.org/ietf/tao.html)

The Address Supporting 
Organization (ASO) 
created by Icann in August 1999, 
ASO manages IP adresses
Board members
Dr Sang Hyon Kyong (serves as 
Governor of International Council 
for Computer Communication 
(ICCC), Member of the Board of 
Multilingual Internet Names 
Consortium (MINC), and Chairman 
of the Board of Asia-Pacific 
Advanced Networking Korea 
(APAN-Kr) Consortium. He was 
Minister of Information and 
Communication and Vice Minister 
of Communications in the 
government of South Korea 
(probably connected to CIA). He 
was on the technical staff at Bell 
Laboratories and Argonne National 
Laboratory in the US)
Lyman Chapin (founding trustee of 
the Internet Society; served as 
chairman of the Internet 
Architecture Board (IAB) and the 
ANSI and ISO standards groups 
responsible for Network and 
Transport layer standards, and 
was a principal architect of the 
Open Systems Interconnection (OSI) 
model and protocols. Serves to the 
NATO Science Committee's 
networking panel)
Mouhamet Diop, Africa 
(Mouhamet Diop is AfriNIC 
observer at the ASO address 
council, Executive committee on the 
Steering committee of AfriNIC. 
Graduated in 1993, from Business 
School ESSEC, France. built the 
most famous national IP-based 
network in the (neo-liberal country) 
Senegal)
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Advanced Internet 
Technology/nameIT
190 000 domain Names 
in 137 countries 
(www.ait.com)

Clarence E. Briggs III
military service during Operation Juste Cause in 
Panama and Desert Storm in Irak
CEO, Chariman and president of AIT 
(http://aitcom.net)

Advanced
Internet

Technology

ICANN certified domain registrar

IP

ad
dr
es
s

World Wide Web Consortium 
(W3C)
In October 1994, Tim 
Berners-Lee, inventor of the 
Web, founded the World 
Wide Web Consortium 
(W3C) at the Massachusetts 
Institute of Technology, 
Laboratory for Computer 
Science [MIT/LCS] in 
collaboration with CERN, 
where the Web originated, 
with support from DARPA and 
the European Commission. 

In
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Society (ISOC)
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IP V6

CORE
In November 2000, ICANN approved seven 
new TLDs. Six of them, .info, .museum, .biz , 
.aero, .coop and .name have been launched, 
the other one is expected to follow quickly. 
CORE members offer registration services under 
most of these newly created TLDs. CORE is also 
a .us and .cn accredited registrar and many 
CORE members offer to their customers .us and 
.cn registrations. (www.corenic.org)
CORE is a Registrar accredited by the Internet 
Corporation for Assigned Names and Numbers 
(ICANN) and currently operates as a registrar 
for .com, .net, .org, .biz , .info , .name domain 
names.(www.corenic.org)

certified 
domain 
registrar

CORE

ICANN certified domain registrar

INRIA
public establishment of a 
scientific and technological 
nature (EPST) 

MOTOROLA

Gemplus

via 
certplus

CIA
(usa gov)

ex-director

USIA
(usa gov)

NASA
(usa gov)

SIGINT
(Signals 

Intelligence) 

Humint
(Human 

Intelligence)

IMINT
(Imagery 

Intelligence) 

COMINT 
(Communication
 Intelligence) 

MASINT 
(Measurement & 

Signature Intelligence) 

OSINT
(Open Source 
Intelligence) 

OSINT
OSINT (Intelligence, Not Information.) can help DoD in 
two ways: (1) crisis support; and (2) support to on-
going operations, bringing to bear in both cases the 
best and most relevant open sources to respond to 
established DoD needs with OSINT rather than just 
information. OSINT includes global geospatial data 
and global logistics information.
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MASINT
Measurement and Signature Intelligence (MASINT) is 
a collective term bringing together disparate 
intelligence elements that do not fit within the 
definitions of Signals Intelligence, Imagery 
Intelligence, or Human Intelligence. These disparate 
elements consist of intelligence activities and 
technologies such as acoustic intelligence; radar 
intelligence; nuclear radiation detection; infrared 
intelligence; electro-optical intelligence; radio 
frequency, unintentional radiation; materials, effluent, 
and debris sampling; and electro optical and spectro-
radiometric sources.

ECHELON
IN

TERCEPTIONSYS

TE
M

COMINT 

National Biological Information Infrastructure 
(NBII)
The NBII is a broad, collaborative 
program to provide increased access to 
data and information on the nation's 
biological resources. The NBII links 
diverse, high-quality biological 
databases, information products, and 
analytical tools maintained by NBII 
partners and other contributors in 
government agencies, academic 
institutions, non-government organizations, 
and private industry. NBII partners and 
collaborators also work on new 
standards, tools, and technologies that 
make it easier to find, integrate, and 
apply biological resources information. 
(www.nbii.gov)

NASA's Global 
Change Master 
Directory (GCMD) 
and the NBII 
Program cooperate 
in the development 
of standardized 
m e t a d a t a  
descriptions of 
biological data sets

SAIC/NBII
evaluate the most 
effective 
alternatives for 
integrating 
geographic 
information 
systems 
data/information 
on the Web. 

ex-Director of 
the CIA

Center for 
Strategic and 
International 

Studies
(CSIS) 

James R. Schlesinger 
Commissioner on the 
U.S. Commission on 
National Security/21st 
Century
Member Homeland 
Security Advisory 
Council

MITRE
Corporation
(usa gov)

Deep Space Network -DSN

ex-Director of 
the CIA

Dell Computer 
Corporation

3,3 4,9

ex-Director 
of the CIA

National Security 
Advisor to the

                             President of 
the United States
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Global Information 
Infrastructure Commission (GIIC) 
The GIIC is a confederation 
of chief executive officers of 
firms that develop and 
deploy, operate, rely upon, 
and finance information and 
communications technology 
infrastructure facilities. 

Biological Computer Laboratory (BCL)
In the years after World War II, the notion and the 
profession of electrical engineering underwent a 
transformation and expansion. New concepts, 
thoughts, ideas, inventions, and fields of study were 
born within the profession or were brought in from 
other fields of study and absorbed as part of a new 
self. Who would have thought that a theory of 
information would emerge from an engineering 
laboratory; that an electrical hypothesis, that is, the 
hypothesis that all our perceptual, intellectual, and 
emotional experiences are states of electrical activity 
in the central nervous system, would dominate the 
neural sciences; that the abstract notion of 
computation would find its manifestation in electrical 
devices that, by integrating new insights from 
semiconductor physics, evolved into machines of such 
complexity that one could be tempted to make 
comparison of these machines with their creators? 
One spoke and even speaks today of electronic 
brains; one spoke of mentality in machines and still 
asks: "Can machines think?"(www.ece.uiuc.edu)
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Information Assurance 
and Survivability 
technologies

joint project 
picosatellites

3.39 MHZ and 
6.99 MHZ

Department
of Defense-DOD

(usa gov)
US navy

internet
origin

funded by

fu
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yfunded by fu
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ed

 
by

World 
Information 
Technology 
and Services 

Alliance 
(WITSA)

World Information 
Technology and 
Services Alliance 
(WITSA)
The World Information 
Technology and 
Services Alliance 
(WITSA) is a consortium 
of 50 information 
technology (IT) industry 
associations from 
economies around the 
world. WITSA 
members represent 
over 90 percent of the 
world IT market. 

Silicon
Graphics

Cray 
Research, 

Inc.

2,1

"After the fiasco of the automatic vote-
count during the American presidential 
election, Unisys Corp aims to associate 
itself with Dell Computer Corp and 
Microsoft Corp to create a new voting 
system." Unisys will propose the overall 
system, Dell will supply the computers, and 
Microsoft, the programs. (12/01/2001)

Unisys
Corp.

Microsoft

100

? 

Unisys Corp.
Unisys notes that it has 
worked on voting 
technology for 
decades, and 
developed electronic 
voting systems in 
Brazil, Italy and Costa 
Rica. (source: AFP)

Research
Biochemical & 
DNA-Based 
Nanocomputers

INTELSAT#
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James 
R. 

Schlesinger 

R. James 
Woolsey 

Sam 
Nunn

Henry A.
 Kissinger 

Zbigniew 
Brzezinski 

Honorable 
Diana 
Lady 

Dougan
Board

LACNIC - LATIN AMERICAN AND 
CARIBBEAN INTERNET 
ADDRESSES REGISTRY
BOARD OF DIRECTORS
Oscar Messano, CHAIRMAN 
Germán Valdez, SECRETARY 
Hartmut Glaser TREASURER 
Fabio Marinho 
Raimundo Beca 
Raúl Echeberría, EXECUTIVE 
DIRECTOR - CEO
(source: http://lacnic.net) 

AfriN
IC (Àfrica)

RIPE NCC
2700 members

APNIC
700 member organizations. 
across 39 economies of the 
region. Within the APNIC 
membership, there are also five 
National Internet Registries (NIRs), 
in Japan, China, Taiwan, Korea, 
and Indonesia. The NIRs perform 
analogous functions to APNIC at 
a national level and together 
represent the interests of more 
than 500 additional 
organizations.

ARIN - USA
ARIN is located in Chantilly, 
Virginia, United States. Its service 
region incorporates 70 countries, 
covering North America, South 
America, the Caribbean, and 
African countries located south of 
the equator. ARIN currently 
consists of more than 1500 
members. Within the ARIN region, 
there are two national delegated 
registries, located in Mexico and 
Brazil.
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Registry
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IP
Regional 
Internet 
Registry

IANA - Root zone: 
administrators of the 240 cc 
TLD (codes ISO ".de" ".fr" ...)  
www.iana.org/cctld/cctld-
whois.htm 

ICANN Accredited Registrar 
.com" ".org" ".net"
www.internic.net 

protocol

CIS
O-IEC/JTC1

IBM

Board

9,8

9,9

10,6

High Productivity Computing Systems (HPCS) Program 

Clearstream 
International 

Director

Deputy
Chairman

Chairman

ex-
Executive

Vice 
President

Sate street 

Board

President and CEO, 
BNP Paribas 

Securities Services
Board of Euroclear

Royal Bank 
of Scotland 

Group

Director

Director

Director

administrateur

was floated as a possible
CIA Director in 1995

Network 
Associates,

 Inc.
(network
security)

world leader in network 
secur i ty and 
availability, help secure 
the networks of major 
Fortune 500 companies. 
Own McAfee Security, 
the leader in anti-virus 
software

1,8
1,7

EADS (European 
Aeronautic 

Defence and 
Space Co)

2,55

Atos Origin

4,98

Astrium#

?100
7,15

 Eutelsat SA#

?

Hispasat#

?

5

Tony 
Navarra

President

Globalstar
provider of global 
mobile satellite 
telecommunications 
services, offering 
both voice and data 
services from 
virtually anywhere in 
over 100 countries 
around the world

Loral Space & 
Communications

Chairman
and CEO

chairman and chief 
executive officer 

project GENOA II

Veridian

DARPA/
VERIDIAN

Human 
Augmentation of

Reasoning 
through 

Patterning
(HARP)
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Nordnet 

Global One

ebone 

BULL

Noos

STERIA

4,77

TECSI

?

?

Global Integrity Corp.

TECSI has strategic 
relationships
with SAIC

16,9

Tyco Submarine Systems 
International Ltd., and Alcatel 
Submarine Network Systems 
build Americas II Cable System 
(8,000 kilometers) (source : 
www3.sprint.com)

AT&T investor

3,3

4

2,2

21,2

Arianespace

1,5

SWIFT/UNISYS
In 1989, more than 
300 mil l ion 
i n t e r n a t i o n a l  
financial transactions 
were made via 
SWIFT, which had 
three switching 
centers equipped 
with Unisys 
computers in 
Belgium, the
Netherlands and 
Virginia.

the National Coordinator 
for Security, Infrastructure 
Protection and 
Counter-Terrorism
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(NBII)

National 
Reconnaissance 

Office
(usa gov)

National 
Reconnaissance Office
charged with 
managing American 
spy satellites such as 
Black Bird, Rhyolite, 
KH-11 and KH-12, or 
Furet. cyberspace 
surveillance

UK-USA/ECHELON
UKUSA is the secret signals intelligence 
agreement, set up in 1947, that divided  
the world into five regions to be watched 
over by Australia, Canada, New Zealand, 
Britain and America. Australia    DSD - 
Defense Signals Directorate. Canada    
CSE - Communications Security 
Establishment. New Zealand    GCSB - 
New Zealand's Government 
Communications Security Bureau. UK    
GCHQ - Government Communications 
Head Quarters. USA    NSA - National 
Security Agency

Falcon Air Force Base, Colorado, USA
gov. owned sat.

CALEA redefines the 
telecommunications industry’s 
obligation to assist law enforcement 
in executing lawfully authorized 
electronic surveillance. In 1991, the 
FBI held a series of secret meetings 
with EU member states to persuade 
them to incorporate CALEA into 
European law. The meetings 
included representatives from 
Canada, Hong Kong, Australia and 
the EU. At these meetings, an 
international technical standard for 
surveillance, based on the FBI’s 
CALEA demands, was adopted as 
the "International Requirements for 
Interception."
PATHWAY NSA communications 
server furnishing a fast, efficient, 
high-security network for the 
ECHELON system

Matrics - RFID
For more than two years, a team of former National 
Security Agency scientists has eschewed the Internet 
boom in favor of a simpler task: building a better radio 
frequency identification chip known as RFID. Now the 
company, Matrics, is ready to launch, and it's doing so 
with a $14 million investment from venture capital firms 
Novak Biddle Venture Partners, The Carlyle Group, 
Polaris Venture Partners and Venturehouse Group. 
Matrics (http://www.matricsrfid.com) closed the deal in 
December, but has chosen to lay low until its product is 
launched. What the company promises is a cheaper, 
smarter version of the RFID tag, which could be 
attached to virtually any product that needs tracking, 
from DVDs in a video store to engine turbines in an 
airport hangar. Ideally, a cheap RFID could replace the 
ubiquitous UPC bar codes on consumer goods because it 
can track more information. 

Matrics

A cell-phone's Sim card 
can be located thanks 
to one of the 30,000 
base stations of the 
GSM network or to one 
of the satellites used by 
the GPS (Global 
Positioning System)
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Enfopol A massive 
ea ve s d r opp i n g  
system capable of 
intercepting all 
mobile phone calls, 
I n t e r n e t  
commun icat ions ,  
fax messages and 
pagers throughout 
Europe.

Liechtenstein 
Luxembourg
Monaco 
Netherlands 
Portugal 
Sweden 
UK 
Bulgaria 
Czech Republic 
Slovak Republic 
Estonia

Contracting States
Austria 
Belgium 
Swtzerland 
Cyprus 
Germany 
Denmark 
Spain
Finland 
France 
Turkey 
Greece 
Ireland 
Italy

The Regional Industrial 
Property Programme (RIPP)

#

The EC-ASEAN Patents & 
Trademarks Programme (ECAP)

#

EPO Common Software#

AIPPI
Numerous studies, particularly the reports of 
the national groups in the AIPPI (International 
Association for the Protection of Intellectual 
Property) have pointed out that there is no 
legal obstacle to the application of the 
patent system to computer software. Thus, 
after consulting with all its national groups, 
the AIPPI has taken a position in favor of 
eliminating the exclusion of computer software 
from patentabil i ty. (source: 
http://europa.eu.int/comm/internal_market/
en/indprop/comp/michelet.pdf.)

FICPI (International
Federation of 

Intellectual Property
Attorneys)

AIPPI (International
 Association for the 

Protection of
Intellectual Property

CEN/ISSS - Information Society Standardization System

 TC278#

Road transport 
telematics

 WS/DIR#

Directories and 
naming issues

CEN/TC224#

 I. C. Cards

 WS/MEET#

Tracking and tracing the current 
position or status of goods under 
transport 

 WS/FINREAD#

Specifications for a secure IC 
card reader for bankcard 
payments

 WS/DISTINC ID#

Common data and formatting 
rules for identifying a smart card, 
the smart card holder and 

Trans-European
Networks
Directorate

(TENs)

Organization 
for Economic 

Co-operation and 
Development 

(OECD)

Transatlantic Business Dialogue
Established in 1995, the Transatlantic Business 
Dialogue is undoubtedly the most far-reaching 
international alliance between corporations and 
states. Unlike other lobby groups, it acts as a 
mandate for the U.S. government and the European 
Commission to work meticulously to identify ‘barriers 
to transatlantic trade’ - in effect, any regulation or 
policy proposal that does not fit the corporate 
agenda on either side of the Atlantic. The 150 
large corporations in the Business Dialogue have 
managed to delay, weaken or even dismantle a 
wide range of environment and consumer-protection 
regulations, including a planned EU ban on 
marketing of animal-tested cosmetic products.The 
TABD played a key role in the launch of the new 
WTO round of trade negotiations in Qatar last 
November. Post-September 11, EU and US arms 
producers have taken a leading role in the TABD 
and a new working group to find ‘ways to 
capitalize on... the new awareness of the 
importance of the security sector’  http:// 
www.tabd.org

Transatlantic 
Business
Dialogue

Entreprise 
Directorate

European 
Telecommunic.

Standards 
Institute
(ETSI)

International 
Telecommunications 

Union (ITU)

ISO - International 
Organization

 for 
Standardization 

WTO
World
Trade

Organization
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On 11 December 2000, the 
Member States adopted Council 
regulation no. 2725/2000 
concerning the creation of 
"Eurodac." The objective is to 
establish a system for the 
comparison of fingerprints of 
asylum applicants and illegal 
immigrants and facilitate the 
application of the Dublin 
convention which makes it 
possible to determine the State 
responsible for examining the 
asylum application.
( s o u r c e :  
http://europa.eu.int/scadplus/le
g/en/lvb/l33081.htm)

Eurodac#
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icial Network

(EJN
)

?

police
network

PDG
DGSE
(fr)

BND
(Germ)

TIA, Total Information 
Awareness Program

pentagone
(usa gov)

WIPO Internet Domain Name Process

By agreement with the World Intellectual Property 
Organization (WIPO) the EPO acts as International 
Searching and International Preliminary Examining 
Authority. (source: http://www.european-patent-
office.org/) For the last few years the European Patent 
Office has, contrary to the letter and spirit of the existing 
law, granted about 30,000 patents on computer-
implementable rules of organisation and calculation 
(programs for computers). Now the European patent 
movement wants to change the law so as to legalise this 
practise and remove all barriers to patentability. 
Programmers are to lose their freedom of expression and 
the control over their copyrighted work. Citizens are to be 
barred from independently developing their preferred 
forms of communication. (source: 
http://swpat.ffii.org/index.en.html)
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Patent Cooperation Treaty (PCT)#

European 
Patent 
Office
(EPO)

United
Kingdom

Council on the Future of
Technology & Public Policy

A
PN

IC (Asia/pacific)

IP
Regional 
Internet 
Registry

HIPAS High Power Auroral 
Stimulation Observatory 

Alaska,
USA

high frequency active auroral
 research program (HAARP)

Alaska,
USA

Climatic weapons

Clarence
E. Briggs

III

Network
Solution
Inc. (NSI)

ICANN certified domain registrar

Champ Mitchell
President, Network Solutions
served as vice chairman of the 

finance committee for the 
election campaign of President 
George H. W. Bush. (source : 

www.verisign.com)

Champ 
Mitchell

VeriSign maintains more than 10 
million Internet addresses. VeriSign 
used to have a government-
approved monopoly over wholesale 
and retail sales of .com names. (…) 
In 1998, the Commerce Department, 
which maintains control of the 
Internet's authoritative "root server," 
commissioned the nonprofit ICANN 
to inject competition into the 
addressing sector. The root server is 
the master list of Net addresses 
ending in "top-level" domains 
including .com, .net and .org. (source 
: washingtonpost.com, Wednesday, 
September 4, 2002)

Network Solutions Inc (NSI)/SAIC
domain names are always registered in the 
databanks of the SAIC-NSI. And even if, officially, 
the "client" data associated with the domain names 
remains confidential, it is the SAIC-NSI information 
system that retains responsibility and technical control 
over the data banks of names and name servers.

100

Electronic voting machines-USA
A wide variety of automatic 
counting systems are used in the 
USA. In the 2000 presidential 
election only 1.6% of voters used 
conventional paper ballot slips. 
9.1% used direct electronic 
registration, 18.6% used lever type 
voting machines, 27.3% used 
optical readers and 34.3% used 
punched cards. The Federal Election 
Commission (FEC) has the task of 
maintaining the standards to be 
met by these balloting systems. 
Voting on the Internet is also being 
looked into carefully. Thus, for 
example, Internet voting trials were 
staged in four counties of California 
in the weeks leading up to the 
election in November 2000. Internet 
voting was also tried out in Alaska 
(in January 2000, organised by the 
company VoteHere) and in Arizona 
(March 2000, organised by 
Election.com).

John Deutch
This retired CIA Director 
from the Clinton 
Administration currently 
sits on the board at 
Citigroup, the nation’s 
second largest bank, 
which has been 
repeatedly and overtly 
involved in the 
documented laundering 
of drug money.
Nora Slatkin, retired 
CIA Executive Director 
also sits on Citibank’s 
board.

ex-director

A.B. "Buzzy" Krongard
The current Executive 
Director of the Central 
Intelligence Agency is 
the former Chairman of 
the investment bank A.B. 
Brown and former Vice 
Chairman of Banker’s 
Trust (owned by 
Deutsche bank)

ex-director

ex-director

George 
Herbert 
Walker 
Bush

Carlyle Group
11th largest defense 
contractor
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Corp
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Corp.
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3,7

10

traffic exchange via BBN (Genuity)
Telstra
(cable)

NTT

traffic exchange 

Verio
VERIO
largest global website hosting 
company

Bill Owens
served as the deputy chief of Naval 
Operations for Resources, Warfare 
Requirements and Assessments, commander 
of the U.S. Sixth Fleet, senior military 
assistant to Secretaries of Defense Frank 
Carlucci and Dick Cheney (source : 
www.teledesic.com)

president, chief operating officer and vice chairman SAIC

TR
AN

SPAC (France)?

ICANN certified domain registrar

Orange

IEEE
380 000 members in 150 
countries. Produces 30% of the 
world's published literature in 
electrical engineering, 
computers and control 
technology (www.ieee.org)

coopération for 
Windows NT 4.0 

close ?

American 
National 
Science 

Foundation
(NSF)

SITA

VHF

700
antennas

SITA (www.sita.com)
 The network is made up of more than 
1,700 circuits representing a consolidated 
transmission capacity of around 1,400 
Megabits per second and includes over 
13,000 managed routers. Total traffic over 
the network grew to 272 trillion characters, 
up by 55% in the year.The network now has 
over 176,692 user connections. Nortel 
Passport Switches increased to reach over 
3700 nodes across the network in 2001. 
SITA has over 10,000 IP routers online and 
over 400 customers of SITA IP services. The 
network consistently achieves core 
availability of 99.99%. SITA maintains 
150,000 units of customer premises 
equipment in the air transport industry, 
through 170 service delivery facilities 
worldwide. World's first airport shared 
check-in system, CUTE. World's first 
partnership to support the implementation of 
electronic visa authorization, with ETAS. 
Visas for Australia are processed using 
ETAS.

partnership

TELEFONICA
In 2001, Telefonica offered 
telecommunications services to nearly 50 
countries and had its own installations in 20 
countries. It had constituted one of the 
largest international support networks for 
its activities, in particular a transatlantic 
submarine cable going all around Latin 
America. Telefonica claims that its network 
carries 80% of the world's Spanish-
language Internet content. (source: OCED, 
2001)

Telefonica

LYCOS

Swiss Spain

Japan

United States Information Agency (USIA) 
The USIA was established to achieve US foreign 
policy by influencing public attitude at home and 
abroad using psycho-political policy strategies. The 
USIA Office of Research and reference service 
prepares data on psychological factors and 
propaganda problems considered by the Policy 
Planning Board in formulating psycho-political 
information policies for the National Security 
Council. 
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AT&T
wor ld ' s  p rem ie r  
communications and 
information services company. 
The company has annual 
revenues of more than $52 
billion and 130,000 
employees. (1998)
90 million customers
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#
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?

space
probe Galaxy Communicator is an open source 

architecture for constructing dialogue systems. 
This work is funded by the  Defense Advanced 
Research Projects Agency (DARPA) of the 
United States Government. The DARPA 
Communicator program will provide the next 
generation of intelligent conversational 
interfaces to distributed information. The goal 
is to support the creation of speech-enabled 
interfaces that scale gracefully across 
modalities, from speech-only to interfaces that 
include graphics, maps, pointing and gesture. 
(http://communicator.sourceforge.net)
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Internet Security Systems 
ISS - Internet Security Systems - 
hosts the X-Force, a kind of elite 
corps for world information 
security. This company, specializing 
in computer protection, is credited 
with more than 60,000 clients 
worldwide, including 21 of the 25 
largest American banks, but also 
10 of the largest global 
telecommunications operators and 
35  governments, without forgetting 
the White House and the FBI. Since 
July 1998, the US Army employs 
the ISS to protect all its world 
bases. In 2001, the ISS recorded 
830 million alerts.(Le Figaro 
Entreprises, June 3 2002)

France
Telecom

France

France

Internet 
Security 
Systems

SAIC: 41,000 employees, an annual turnover of 5.5 billion dollars, 620 
million dollars profit in 1999.  The company's major client is the American 
government, 79% of total turnover comes from the Pentagon. Among the 
SAIC's achievements: digital cartography of the USA and digital early 
warning system for environmental data; security system for Defense 
Department computers; installation of computerized decision-making and 
transmission systems for oil conglomerates such as BP Amoco; 
computerization of the American reserve army mobilization system; 
design and installation of transmission systems between command posts 
and combatants (Defense Information Systems Network); design of C4I 
command centers for naval and space warfare; modernization of the 
space-based mapping networks of the National Imagery and Mapping 
Agency; surveillance of the execution of nuclear non-proliferation 
treaties; design of training and simulation equipment for F-15 and F-16 
pilots; design of satellite sensors and observation equipment for NASA; 
creation of the largest criminal information database for the FBI (with 
files on 38 million suspects); etc.
In the period of 1992-1995 alone, the SAIC hired 198 former colonels 
and generals of the US armed forces. Among its administrators, the SAIC 
has had the former Defense secretaries William Perry and Melvin Laird, 
and the former CIA directors John Deutch and Robert Gates.

GWEN Ground Wave 
Emergency Network
The Ground Wave Emergency Network (GWEN) 
provides survivable connectivity to designated bomber 
and tanker bases. The system is in sustainment. GWEN 
is designed as an ultra-high powered VLF  [150-175 
kHz] network intended to survive massive broadband 
destructive interference produced by nuclear EMP. 
GWEN is Scheduled to be Replaced by SCAMP in 
FY99
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The European Patent Office finances itself by fees from the patents which it 
grants. It is free to use a certain percentage of these fees. Since the 1980s the 
EPO has illegally lowered the standards of technicity, novelty, non-obviousness 
and industrial applicability and abolished examination quality safeguards so as to 
increase the number of granted patents by more than 10% and the license tax on 
the industry by 26% per year. As an international organisation, the EPO is not 
subject to criminal law or taxation. The local police's power ends at the gates of 
the EPO. High EPO officials have inflicted corporal injury on their employees and 
then escaped legal consequences by their right to immunity. The work climate 
within the EPO is very bad, leading to several suicides per year. The quality of 
examination reached a relative high in the 80s but has after that been 
deteriorating, partly because the EPO had to hire too many people too quickly 
for too low wages. Examiners who reject patents load more work on themselves 
without getting more pay. Examiners are treated by the EPO management as a 
kind of obstacle to the corporate goal of earning even more patent revenues. The 
high-level employees of the EPO owe their jobs to political pressures from within 
national patent administrations and do not understand the daily work of the 
office. The EPO has its own jurisdictional arm, consisting of people whose career is 
controlled by the EPO's managment and its internal climate. The national organs 
that are supposed to supervise the EPO are all part of the same closed circle, thus 
guaranteeing the EPO managment enjoys feudal powers in a sphere outside of 
any constitutional legality, and that whatever they decide is propagated to the 
national administrations and lawcourts.
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Defense 
Information Infrastructure
2,100,000 computers connected to 
almost 10,000 local area networks, 
themselves linked to approximately 
one hundred national or 
international networks.

Defense 
Advanced 
Research 

Project Agency 
(DARPA)
(usa gov)
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Yahoo
As of July 2003, Yahoo owns 
Overture, Fast/Alltheweb, 
AltaVista, and Inktomi
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Human Genome Project
Project goals were to 
- identify all the approximately 30,000 
genes in human DNA, 
- determine the sequences of the 3 billion 
chemical base pairs that make up human 
DNA, 
- store this information in databases, 
- improve tools for data analysis, 
- transfer related technologies to the private 
sector, and 
- address the ethical, legal, and social issues 
(ELSI) that may arise from the project. The 
Human Genome Project ends in 2003 with 
the completion of the human genetic 
sequence. 
IBM, Compaq, DuPont, and major 
pharmaceutical companies are among those 
interested in the potential for targeting and 
applying genome data. (source : 
www.ornl.gov)

GenBank
GenBank, the world's DNA sequence 
repository, was developed at Los Alamos 
National Laboratory (LANL) and later 
transferred to the National Library of 
Medicine. Chromosome-sorting capabilities 
developed at LANL and Lawrence 
Livermore National Laboratory enabled the 
development of DNA clone libraries 
representing the individual chromosomes. 
These libraries were a crucial resource in 
genome sequencing. 

GenBank#

Motorola
Nicolas Naclerio, head of Motorola's Biochip 
Systems Unit, former executive at Darpa
Motorola's biochip technology will use the 
results of the Human Genome Project. 
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Adobe Systems, Inc.
Apple Computer, Inc.
Basis Technology Corporation
Government of India  - Ministry 
of Information Technology
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National Language Authority
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IBM Corporation
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Microsoft Corporation
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Sun Microsystems, Inc.
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Research 
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Robert
Kahn

Chairman
CEO
President

CNRI
CNRI was created as a 
n o t - f o r - p r o f i t  
organization to provide 
leadership and funding 
for research and 
development of the 
National Information 
Infrastructure.
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Sugar 
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(uk)
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(usa)

Hong-
Kong

finance

UKUSA
(USA, New Zel., Aus, 
UK, Germ., Taiwan)

CO
OP-M (usa)

12000
sites

climatic data
network

National Weather Service Cooperative 
Observer Program-Modernization COOP-M
http://www.nws.noaa.gov/om/coop
The COOP network comprises nearly 12,000 
sites across the United States and Puerto 
Rico. The network was established in 1890 to 
collect temperature, precipitation and other 
meteorological data for climate applications 
related to agriculture and water resources. 
COOP-M will improve the network's spatial 
density, distribution, communications and 
processing capabilities. "Ultimately the 
network will have new automated 
temperature, precipitation, soil-moisture and 
river-level sensors; near real-time data 
collection, quality control and dissemination; 
automated flashflood reporting; and 
interactive data terminals to collect both 
automated and manual observations," said 
Don Boucher, senior staff meteorologist and 
the Aerospace system architect for the 
project. (source : www.aero.org)

The Aerospace 
Corporation

(us gov)

Network Solutions Inc (NSI)
Network Solutions is the world's leading registrar, 
with more than 6.5 million net registrations. Network 
Solutions registers the majority of Web addresses 
worldwide through various channels including nearly 
220 companies in over 30 countries in its Premier 
program and over 30,000 companies in its Affiliate 
P r o g r a m .  ( 1 - A u g u s t - 2 0 0 3 ,  
www.internic.net/registrars/registrar-2.html)
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Vint Cerf
senior vice
president MCI Worldcom Inc.
Dr. Vinton Cerf is known as a "Father of the Internet" for his work with 
the U.S. Department of Defense's Advanced Research Projects Agency 
(DARPA) where he played a key role in the development of the 
Internet and Internet-related data packet and security technologies. 
(www.ed.gov) 
The term Internet is first coined (1974) by Vint Cerf and Bob Kahn in 
a paper on Transmission Control Protocol (TCP).  On January 1st, 
(1983) every machine connected to ARPANET switched to TCP/IP. 

Internet Engineering Task Force 
The Internet Engineering Task 
Force (IETF) was created to 
serve as a forum for 
technical coordination by 
contractors for DARPA 
working on ARPANET, US 
Defense Data Network 
(DDN), and the Internet core 
gateway system.
The Internet Engineering Task 
Force is an informal, self-
organized group whose 
members contribute to the 
engineer ing and 
technological development of 
the Internet. It is the major 
organization involved in the 
deve lopment  of  
specifications for the new 
Internet standards. The IETF 
is atypical to the extent that 
it was built up through a 
series of events, without any 
statutory framework or 
administrative board, without 
any members or admissions 
procedures. (source: Steve 
Coya, Executive Director, 
I ETF ,  www. i soc -
gfsi.org/ietf/tao.html)

The Address Supporting 
Organization (ASO) 
created by Icann in August 1999, 
ASO manages IP adresses
Board members
Dr Sang Hyon Kyong (serves as 
Governor of International Council 
for Computer Communication 
(ICCC), Member of the Board of 
Multilingual Internet Names 
Consortium (MINC), and Chairman 
of the Board of Asia-Pacific 
Advanced Networking Korea 
(APAN-Kr) Consortium. He was 
Minister of Information and 
Communication and Vice Minister 
of Communications in the 
government of South Korea 
(probably connected to CIA). He 
was on the technical staff at Bell 
Laboratories and Argonne National 
Laboratory in the US)
Lyman Chapin (founding trustee of 
the Internet Society; served as 
chairman of the Internet 
Architecture Board (IAB) and the 
ANSI and ISO standards groups 
responsible for Network and 
Transport layer standards, and 
was a principal architect of the 
Open Systems Interconnection (OSI) 
model and protocols. Serves to the 
NATO Science Committee's 
networking panel)
Mouhamet Diop, Africa 
(Mouhamet Diop is AfriNIC 
observer at the ASO address 
council, Executive committee on the 
Steering committee of AfriNIC. 
Graduated in 1993, from Business 
School ESSEC, France. built the 
most famous national IP-based 
network in the (neo-liberal country) 
Senegal)
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Advanced Internet 
Technology/nameIT
190 000 domain Names 
in 137 countries 
(www.ait.com)

Clarence E. Briggs III
military service during Operation Juste Cause in 
Panama and Desert Storm in Irak
CEO, Chariman and president of AIT 
(http://aitcom.net)

Advanced
Internet

Technology

ICANN certified domain registrar

IP

ad
dr
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World Wide Web Consortium 
(W3C)
In October 1994, Tim 
Berners-Lee, inventor of the 
Web, founded the World 
Wide Web Consortium 
(W3C) at the Massachusetts 
Institute of Technology, 
Laboratory for Computer 
Science [MIT/LCS] in 
collaboration with CERN, 
where the Web originated, 
with support from DARPA and 
the European Commission. 
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CORE
In November 2000, ICANN approved seven 
new TLDs. Six of them, .info, .museum, .biz , 
.aero, .coop and .name have been launched, 
the other one is expected to follow quickly. 
CORE members offer registration services under 
most of these newly created TLDs. CORE is also 
a .us and .cn accredited registrar and many 
CORE members offer to their customers .us and 
.cn registrations. (www.corenic.org)
CORE is a Registrar accredited by the Internet 
Corporation for Assigned Names and Numbers 
(ICANN) and currently operates as a registrar 
for .com, .net, .org, .biz , .info , .name domain 
names.(www.corenic.org)

certified 
domain 
registrar

CORE

ICANN certified domain registrar

INRIA
public establishment of a 
scientific and technological 
nature (EPST) 

MOTOROLA

Gemplus

via 
certplus

CIA
(usa gov)

ex-director

USIA
(usa gov)

NASA
(usa gov)

SIGINT
(Signals 

Intelligence) 

Humint
(Human 

Intelligence)

IMINT
(Imagery 

Intelligence) 

COMINT 
(Communication
 Intelligence) 

MASINT 
(Measurement & 

Signature Intelligence) 

OSINT
(Open Source 
Intelligence) 

OSINT
OSINT (Intelligence, Not Information.) can help DoD in 
two ways: (1) crisis support; and (2) support to on-
going operations, bringing to bear in both cases the 
best and most relevant open sources to respond to 
established DoD needs with OSINT rather than just 
information. OSINT includes global geospatial data 
and global logistics information.
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MASINT
Measurement and Signature Intelligence (MASINT) is 
a collective term bringing together disparate 
intelligence elements that do not fit within the 
definitions of Signals Intelligence, Imagery 
Intelligence, or Human Intelligence. These disparate 
elements consist of intelligence activities and 
technologies such as acoustic intelligence; radar 
intelligence; nuclear radiation detection; infrared 
intelligence; electro-optical intelligence; radio 
frequency, unintentional radiation; materials, effluent, 
and debris sampling; and electro optical and spectro-
radiometric sources.
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M

COMINT 

National Biological Information Infrastructure 
(NBII)
The NBII is a broad, collaborative 
program to provide increased access to 
data and information on the nation's 
biological resources. The NBII links 
diverse, high-quality biological 
databases, information products, and 
analytical tools maintained by NBII 
partners and other contributors in 
government agencies, academic 
institutions, non-government organizations, 
and private industry. NBII partners and 
collaborators also work on new 
standards, tools, and technologies that 
make it easier to find, integrate, and 
apply biological resources information. 
(www.nbii.gov)

NASA's Global 
Change Master 
Directory (GCMD) 
and the NBII 
Program cooperate 
in the development 
of standardized 
m e t a d a t a  
descriptions of 
biological data sets

SAIC/NBII
evaluate the most 
effective 
alternatives for 
integrating 
geographic 
information 
systems 
data/information 
on the Web. 
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Commissioner on the 
U.S. Commission on 
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Member Homeland 
Security Advisory 
Council

MITRE
Corporation
(usa gov)

Deep Space Network -DSN

ex-Director of 
the CIA

Dell Computer 
Corporation
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Global Information 
Infrastructure Commission (GIIC) 
The GIIC is a confederation 
of chief executive officers of 
firms that develop and 
deploy, operate, rely upon, 
and finance information and 
communications technology 
infrastructure facilities. 

Biological Computer Laboratory (BCL)
In the years after World War II, the notion and the 
profession of electrical engineering underwent a 
transformation and expansion. New concepts, 
thoughts, ideas, inventions, and fields of study were 
born within the profession or were brought in from 
other fields of study and absorbed as part of a new 
self. Who would have thought that a theory of 
information would emerge from an engineering 
laboratory; that an electrical hypothesis, that is, the 
hypothesis that all our perceptual, intellectual, and 
emotional experiences are states of electrical activity 
in the central nervous system, would dominate the 
neural sciences; that the abstract notion of 
computation would find its manifestation in electrical 
devices that, by integrating new insights from 
semiconductor physics, evolved into machines of such 
complexity that one could be tempted to make 
comparison of these machines with their creators? 
One spoke and even speaks today of electronic 
brains; one spoke of mentality in machines and still 
asks: "Can machines think?"(www.ece.uiuc.edu)
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Information Assurance 
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joint project 
picosatellites
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Technology 
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Alliance 
(WITSA)

World Information 
Technology and 
Services Alliance 
(WITSA)
The World Information 
Technology and 
Services Alliance 
(WITSA) is a consortium 
of 50 information 
technology (IT) industry 
associations from 
economies around the 
world. WITSA 
members represent 
over 90 percent of the 
world IT market. 
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"After the fiasco of the automatic vote-
count during the American presidential 
election, Unisys Corp aims to associate 
itself with Dell Computer Corp and 
Microsoft Corp to create a new voting 
system." Unisys will propose the overall 
system, Dell will supply the computers, and 
Microsoft, the programs. (12/01/2001)

Unisys
Corp.

Microsoft

100

? 

Unisys Corp.
Unisys notes that it has 
worked on voting 
technology for 
decades, and 
developed electronic 
voting systems in 
Brazil, Italy and Costa 
Rica. (source: AFP)
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LACNIC - LATIN AMERICAN AND 
CARIBBEAN INTERNET 
ADDRESSES REGISTRY
BOARD OF DIRECTORS
Oscar Messano, CHAIRMAN 
Germán Valdez, SECRETARY 
Hartmut Glaser TREASURER 
Fabio Marinho 
Raimundo Beca 
Raúl Echeberría, EXECUTIVE 
DIRECTOR - CEO
(source: http://lacnic.net) 

AfriN
IC (Àfrica)

RIPE NCC
2700 members

APNIC
700 member organizations. 
across 39 economies of the 
region. Within the APNIC 
membership, there are also five 
National Internet Registries (NIRs), 
in Japan, China, Taiwan, Korea, 
and Indonesia. The NIRs perform 
analogous functions to APNIC at 
a national level and together 
represent the interests of more 
than 500 additional 
organizations.

ARIN - USA
ARIN is located in Chantilly, 
Virginia, United States. Its service 
region incorporates 70 countries, 
covering North America, South 
America, the Caribbean, and 
African countries located south of 
the equator. ARIN currently 
consists of more than 1500 
members. Within the ARIN region, 
there are two national delegated 
registries, located in Mexico and 
Brazil.
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IANA - Root zone: 
administrators of the 240 cc 
TLD (codes ISO ".de" ".fr" ...)  
www.iana.org/cctld/cctld-
whois.htm 
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IBM

Board

9,8

9,9
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High Productivity Computing Systems (HPCS) Program 

Clearstream 
International 

Director

Deputy
Chairman

Chairman

ex-
Executive

Vice 
President

Sate street 

Board

President and CEO, 
BNP Paribas 

Securities Services
Board of Euroclear

Royal Bank 
of Scotland 

Group

Director

Director

Director

administrateur

was floated as a possible
CIA Director in 1995

Network 
Associates,

 Inc.
(network
security)

world leader in network 
secur i ty and 
availability, help secure 
the networks of major 
Fortune 500 companies. 
Own McAfee Security, 
the leader in anti-virus 
software

1,8
1,7

EADS (European 
Aeronautic 

Defence and 
Space Co)

2,55

Atos Origin

4,98

Astrium#

?100
7,15

 Eutelsat SA#

?

Hispasat#

?

5

Tony 
Navarra

President

Globalstar
provider of global 
mobile satellite 
telecommunications 
services, offering 
both voice and data 
services from 
virtually anywhere in 
over 100 countries 
around the world

Loral Space & 
Communications

Chairman
and CEO

chairman and chief 
executive officer 

project GENOA II

Veridian

DARPA/
VERIDIAN

Human 
Augmentation of

Reasoning 
through 

Patterning
(HARP)
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Nordnet 

Global One

ebone 

BULL

Noos

STERIA

4,77

TECSI

?

?

Global Integrity Corp.

TECSI has strategic 
relationships
with SAIC

16,9

Tyco Submarine Systems 
International Ltd., and Alcatel 
Submarine Network Systems 
build Americas II Cable System 
(8,000 kilometers) (source : 
www3.sprint.com)

AT&T investor

3,3

4

2,2

21,2

Arianespace

1,5

SWIFT/UNISYS
In 1989, more than 
300 mil l ion 
i n t e r n a t i o n a l  
financial transactions 
were made via 
SWIFT, which had 
three switching 
centers equipped 
with Unisys 
computers in 
Belgium, the
Netherlands and 
Virginia.

the National Coordinator 
for Security, Infrastructure 
Protection and 
Counter-Terrorism

Nat
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l
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(NBII)

National 
Reconnaissance 

Office
(usa gov)

National 
Reconnaissance Office
charged with 
managing American 
spy satellites such as 
Black Bird, Rhyolite, 
KH-11 and KH-12, or 
Furet. cyberspace 
surveillance

UK-USA/ECHELON
UKUSA is the secret signals intelligence 
agreement, set up in 1947, that divided  
the world into five regions to be watched 
over by Australia, Canada, New Zealand, 
Britain and America. Australia    DSD - 
Defense Signals Directorate. Canada    
CSE - Communications Security 
Establishment. New Zealand    GCSB - 
New Zealand's Government 
Communications Security Bureau. UK    
GCHQ - Government Communications 
Head Quarters. USA    NSA - National 
Security Agency

Falcon Air Force Base, Colorado, USA
gov. owned sat.

CALEA redefines the 
telecommunications industry’s 
obligation to assist law enforcement 
in executing lawfully authorized 
electronic surveillance. In 1991, the 
FBI held a series of secret meetings 
with EU member states to persuade 
them to incorporate CALEA into 
European law. The meetings 
included representatives from 
Canada, Hong Kong, Australia and 
the EU. At these meetings, an 
international technical standard for 
surveillance, based on the FBI’s 
CALEA demands, was adopted as 
the "International Requirements for 
Interception."
PATHWAY NSA communications 
server furnishing a fast, efficient, 
high-security network for the 
ECHELON system

Matrics - RFID
For more than two years, a team of former National 
Security Agency scientists has eschewed the Internet 
boom in favor of a simpler task: building a better radio 
frequency identification chip known as RFID. Now the 
company, Matrics, is ready to launch, and it's doing so 
with a $14 million investment from venture capital firms 
Novak Biddle Venture Partners, The Carlyle Group, 
Polaris Venture Partners and Venturehouse Group. 
Matrics (http://www.matricsrfid.com) closed the deal in 
December, but has chosen to lay low until its product is 
launched. What the company promises is a cheaper, 
smarter version of the RFID tag, which could be 
attached to virtually any product that needs tracking, 
from DVDs in a video store to engine turbines in an 
airport hangar. Ideally, a cheap RFID could replace the 
ubiquitous UPC bar codes on consumer goods because it 
can track more information. 

Matrics

A cell-phone's Sim card 
can be located thanks 
to one of the 30,000 
base stations of the 
GSM network or to one 
of the satellites used by 
the GPS (Global 
Positioning System)
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Enfopol A massive 
ea ve s d r opp i n g  
system capable of 
intercepting all 
mobile phone calls, 
I n t e r n e t  
commun icat ions ,  
fax messages and 
pagers throughout 
Europe.

Liechtenstein 
Luxembourg
Monaco 
Netherlands 
Portugal 
Sweden 
UK 
Bulgaria 
Czech Republic 
Slovak Republic 
Estonia

Contracting States
Austria 
Belgium 
Swtzerland 
Cyprus 
Germany 
Denmark 
Spain
Finland 
France 
Turkey 
Greece 
Ireland 
Italy

The Regional Industrial 
Property Programme (RIPP)

#

The EC-ASEAN Patents & 
Trademarks Programme (ECAP)

#

EPO Common Software#

AIPPI
Numerous studies, particularly the reports of 
the national groups in the AIPPI (International 
Association for the Protection of Intellectual 
Property) have pointed out that there is no 
legal obstacle to the application of the 
patent system to computer software. Thus, 
after consulting with all its national groups, 
the AIPPI has taken a position in favor of 
eliminating the exclusion of computer software 
from patentabil i ty. (source: 
http://europa.eu.int/comm/internal_market/
en/indprop/comp/michelet.pdf.)

FICPI (International
Federation of 

Intellectual Property
Attorneys)

AIPPI (International
 Association for the 

Protection of
Intellectual Property

CEN/ISSS - Information Society Standardization System

 TC278#

Road transport 
telematics

 WS/DIR#

Directories and 
naming issues

CEN/TC224#

 I. C. Cards

 WS/MEET#

Tracking and tracing the current 
position or status of goods under 
transport 

 WS/FINREAD#

Specifications for a secure IC 
card reader for bankcard 
payments

 WS/DISTINC ID#

Common data and formatting 
rules for identifying a smart card, 
the smart card holder and 

Trans-European
Networks
Directorate

(TENs)

Organization 
for Economic 

Co-operation and 
Development 

(OECD)

Transatlantic Business Dialogue
Established in 1995, the Transatlantic Business 
Dialogue is undoubtedly the most far-reaching 
international alliance between corporations and 
states. Unlike other lobby groups, it acts as a 
mandate for the U.S. government and the European 
Commission to work meticulously to identify ‘barriers 
to transatlantic trade’ - in effect, any regulation or 
policy proposal that does not fit the corporate 
agenda on either side of the Atlantic. The 150 
large corporations in the Business Dialogue have 
managed to delay, weaken or even dismantle a 
wide range of environment and consumer-protection 
regulations, including a planned EU ban on 
marketing of animal-tested cosmetic products.The 
TABD played a key role in the launch of the new 
WTO round of trade negotiations in Qatar last 
November. Post-September 11, EU and US arms 
producers have taken a leading role in the TABD 
and a new working group to find ‘ways to 
capitalize on... the new awareness of the 
importance of the security sector’  http:// 
www.tabd.org

Transatlantic 
Business
Dialogue

Entreprise 
Directorate
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ISO - International 
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World
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On 11 December 2000, the 
Member States adopted Council 
regulation no. 2725/2000 
concerning the creation of 
"Eurodac." The objective is to 
establish a system for the 
comparison of fingerprints of 
asylum applicants and illegal 
immigrants and facilitate the 
application of the Dublin 
convention which makes it 
possible to determine the State 
responsible for examining the 
asylum application.
( s o u r c e :  
http://europa.eu.int/scadplus/le
g/en/lvb/l33081.htm)

Eurodac#
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?

police
network

PDG
DGSE
(fr)

BND
(Germ)

TIA, Total Information 
Awareness Program

pentagone
(usa gov)

WIPO Internet Domain Name Process

By agreement with the World Intellectual Property 
Organization (WIPO) the EPO acts as International 
Searching and International Preliminary Examining 
Authority. (source: http://www.european-patent-
office.org/) For the last few years the European Patent 
Office has, contrary to the letter and spirit of the existing 
law, granted about 30,000 patents on computer-
implementable rules of organisation and calculation 
(programs for computers). Now the European patent 
movement wants to change the law so as to legalise this 
practise and remove all barriers to patentability. 
Programmers are to lose their freedom of expression and 
the control over their copyrighted work. Citizens are to be 
barred from independently developing their preferred 
forms of communication. (source: 
http://swpat.ffii.org/index.en.html)
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Patent Cooperation Treaty (PCT)#

European 
Patent 
Office
(EPO)

United
Kingdom

Council on the Future of
Technology & Public Policy

A
PN
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IP
Regional 
Internet 
Registry

HIPAS High Power Auroral 
Stimulation Observatory 

Alaska,
USA

high frequency active auroral
 research program (HAARP)

Alaska,
USA

Climatic weapons

Clarence
E. Briggs

III

Network
Solution
Inc. (NSI)

ICANN certified domain registrar

Champ Mitchell
President, Network Solutions
served as vice chairman of the 

finance committee for the 
election campaign of President 
George H. W. Bush. (source : 

www.verisign.com)

Champ 
Mitchell

VeriSign maintains more than 10 
million Internet addresses. VeriSign 
used to have a government-
approved monopoly over wholesale 
and retail sales of .com names. (…) 
In 1998, the Commerce Department, 
which maintains control of the 
Internet's authoritative "root server," 
commissioned the nonprofit ICANN 
to inject competition into the 
addressing sector. The root server is 
the master list of Net addresses 
ending in "top-level" domains 
including .com, .net and .org. (source 
: washingtonpost.com, Wednesday, 
September 4, 2002)

Network Solutions Inc (NSI)/SAIC
domain names are always registered in the 
databanks of the SAIC-NSI. And even if, officially, 
the "client" data associated with the domain names 
remains confidential, it is the SAIC-NSI information 
system that retains responsibility and technical control 
over the data banks of names and name servers.

100

Electronic voting machines-USA
A wide variety of automatic 
counting systems are used in the 
USA. In the 2000 presidential 
election only 1.6% of voters used 
conventional paper ballot slips. 
9.1% used direct electronic 
registration, 18.6% used lever type 
voting machines, 27.3% used 
optical readers and 34.3% used 
punched cards. The Federal Election 
Commission (FEC) has the task of 
maintaining the standards to be 
met by these balloting systems. 
Voting on the Internet is also being 
looked into carefully. Thus, for 
example, Internet voting trials were 
staged in four counties of California 
in the weeks leading up to the 
election in November 2000. Internet 
voting was also tried out in Alaska 
(in January 2000, organised by the 
company VoteHere) and in Arizona 
(March 2000, organised by 
Election.com).

John Deutch
This retired CIA Director 
from the Clinton 
Administration currently 
sits on the board at 
Citigroup, the nation’s 
second largest bank, 
which has been 
repeatedly and overtly 
involved in the 
documented laundering 
of drug money.
Nora Slatkin, retired 
CIA Executive Director 
also sits on Citibank’s 
board.

ex-director

A.B. "Buzzy" Krongard
The current Executive 
Director of the Central 
Intelligence Agency is 
the former Chairman of 
the investment bank A.B. 
Brown and former Vice 
Chairman of Banker’s 
Trust (owned by 
Deutsche bank)

ex-director

ex-director

George 
Herbert 
Walker 
Bush

Carlyle Group
11th largest defense 
contractor
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 Liberty Media 
Corp
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Sprint 
Corp.
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3,7

10

traffic exchange via BBN (Genuity)
Telstra
(cable)

NTT

traffic exchange 

Verio
VERIO
largest global website hosting 
company

Bill Owens
served as the deputy chief of Naval 
Operations for Resources, Warfare 
Requirements and Assessments, commander 
of the U.S. Sixth Fleet, senior military 
assistant to Secretaries of Defense Frank 
Carlucci and Dick Cheney (source : 
www.teledesic.com)

president, chief operating officer and vice chairman SAIC

TR
AN

SPAC (France)?

ICANN certified domain registrar

Orange

IEEE
380 000 members in 150 
countries. Produces 30% of the 
world's published literature in 
electrical engineering, 
computers and control 
technology (www.ieee.org)

coopération for 
Windows NT 4.0 

close ?

American 
National 
Science 

Foundation
(NSF)

SITA

VHF

700
antennas

SITA (www.sita.com)
 The network is made up of more than 
1,700 circuits representing a consolidated 
transmission capacity of around 1,400 
Megabits per second and includes over 
13,000 managed routers. Total traffic over 
the network grew to 272 trillion characters, 
up by 55% in the year.The network now has 
over 176,692 user connections. Nortel 
Passport Switches increased to reach over 
3700 nodes across the network in 2001. 
SITA has over 10,000 IP routers online and 
over 400 customers of SITA IP services. The 
network consistently achieves core 
availability of 99.99%. SITA maintains 
150,000 units of customer premises 
equipment in the air transport industry, 
through 170 service delivery facilities 
worldwide. World's first airport shared 
check-in system, CUTE. World's first 
partnership to support the implementation of 
electronic visa authorization, with ETAS. 
Visas for Australia are processed using 
ETAS.

partnership

TELEFONICA
In 2001, Telefonica offered 
telecommunications services to nearly 50 
countries and had its own installations in 20 
countries. It had constituted one of the 
largest international support networks for 
its activities, in particular a transatlantic 
submarine cable going all around Latin 
America. Telefonica claims that its network 
carries 80% of the world's Spanish-
language Internet content. (source: OCED, 
2001)

Telefonica

LYCOS

Swiss Spain

Japan

United States Information Agency (USIA) 
The USIA was established to achieve US foreign 
policy by influencing public attitude at home and 
abroad using psycho-political policy strategies. The 
USIA Office of Research and reference service 
prepares data on psychological factors and 
propaganda problems considered by the Policy 
Planning Board in formulating psycho-political 
information policies for the National Security 
Council. 

3,2

4

3,9

AT&T
wor ld ' s  p rem ie r  
communications and 
information services company. 
The company has annual 
revenues of more than $52 
billion and 130,000 
employees. (1998)
90 million customers

 Maurice 
“Hank” 

Greenburg

3

3,97

Fidelity
Abigail Johnson owns 25%
Edward C. Johnson 3 owns 12%
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Citigroup

John 
Deutch

3
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Louis V 
Gerstner

 Jr

1,53

investor

Tracking & Data 
Relay Satellite Syst. TDRSS

#
MARSNET

?

space
probe Galaxy Communicator is an open source 

architecture for constructing dialogue systems. 
This work is funded by the  Defense Advanced 
Research Projects Agency (DARPA) of the 
United States Government. The DARPA 
Communicator program will provide the next 
generation of intelligent conversational 
interfaces to distributed information. The goal 
is to support the creation of speech-enabled 
interfaces that scale gracefully across 
modalities, from speech-only to interfaces that 
include graphics, maps, pointing and gesture. 
(http://communicator.sourceforge.net)

G
al

ax
y Communicator?

Internet Security Systems 
ISS - Internet Security Systems - 
hosts the X-Force, a kind of elite 
corps for world information 
security. This company, specializing 
in computer protection, is credited 
with more than 60,000 clients 
worldwide, including 21 of the 25 
largest American banks, but also 
10 of the largest global 
telecommunications operators and 
35  governments, without forgetting 
the White House and the FBI. Since 
July 1998, the US Army employs 
the ISS to protect all its world 
bases. In 2001, the ISS recorded 
830 million alerts.(Le Figaro 
Entreprises, June 3 2002)

France
Telecom

France

France

Internet 
Security 
Systems

SAIC: 41,000 employees, an annual turnover of 5.5 billion dollars, 620 
million dollars profit in 1999.  The company's major client is the American 
government, 79% of total turnover comes from the Pentagon. Among the 
SAIC's achievements: digital cartography of the USA and digital early 
warning system for environmental data; security system for Defense 
Department computers; installation of computerized decision-making and 
transmission systems for oil conglomerates such as BP Amoco; 
computerization of the American reserve army mobilization system; 
design and installation of transmission systems between command posts 
and combatants (Defense Information Systems Network); design of C4I 
command centers for naval and space warfare; modernization of the 
space-based mapping networks of the National Imagery and Mapping 
Agency; surveillance of the execution of nuclear non-proliferation 
treaties; design of training and simulation equipment for F-15 and F-16 
pilots; design of satellite sensors and observation equipment for NASA; 
creation of the largest criminal information database for the FBI (with 
files on 38 million suspects); etc.
In the period of 1992-1995 alone, the SAIC hired 198 former colonels 
and generals of the US armed forces. Among its administrators, the SAIC 
has had the former Defense secretaries William Perry and Melvin Laird, 
and the former CIA directors John Deutch and Robert Gates.

GWEN Ground Wave 
Emergency Network
The Ground Wave Emergency Network (GWEN) 
provides survivable connectivity to designated bomber 
and tanker bases. The system is in sustainment. GWEN 
is designed as an ultra-high powered VLF  [150-175 
kHz] network intended to survive massive broadband 
destructive interference produced by nuclear EMP. 
GWEN is Scheduled to be Replaced by SCAMP in 
FY99
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The European Patent Office finances itself by fees from the patents which it 
grants. It is free to use a certain percentage of these fees. Since the 1980s the 
EPO has illegally lowered the standards of technicity, novelty, non-obviousness 
and industrial applicability and abolished examination quality safeguards so as to 
increase the number of granted patents by more than 10% and the license tax on 
the industry by 26% per year. As an international organisation, the EPO is not 
subject to criminal law or taxation. The local police's power ends at the gates of 
the EPO. High EPO officials have inflicted corporal injury on their employees and 
then escaped legal consequences by their right to immunity. The work climate 
within the EPO is very bad, leading to several suicides per year. The quality of 
examination reached a relative high in the 80s but has after that been 
deteriorating, partly because the EPO had to hire too many people too quickly 
for too low wages. Examiners who reject patents load more work on themselves 
without getting more pay. Examiners are treated by the EPO management as a 
kind of obstacle to the corporate goal of earning even more patent revenues. The 
high-level employees of the EPO owe their jobs to political pressures from within 
national patent administrations and do not understand the daily work of the 
office. The EPO has its own jurisdictional arm, consisting of people whose career is 
controlled by the EPO's managment and its internal climate. The national organs 
that are supposed to supervise the EPO are all part of the same closed circle, thus 
guaranteeing the EPO managment enjoys feudal powers in a sphere outside of 
any constitutional legality, and that whatever they decide is propagated to the 
national administrations and lawcourts.

Chairman of the Board of Trustees
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America Online
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Compuserve
2 million members

America Online

CompuServe

Bo
ar

d

Immarsat#

?

Globalstar#

?

Skybridge#

80

NTT
State of Japan owns 66%

AIRCOM

?

Teledesic#

30

0,9

Bernard
L.

 Schwartz

Bill
Owens

Alcatel

Nortel
Networks

?

Global
Crossing

?

Verisign

A.B. 
"Buzzy" 
Krongard

Colin
Powell

D
ee

p
Sp

ace
Network

-
D
SN

?

space
probe

Inte

rp
la

ne
ta

ry
In

ter
net Research

G
roup

IPNRG

Olof 
Lundberg

google 

Defense 
Information Infrastructure
2,100,000 computers connected to 
almost 10,000 local area networks, 
themselves linked to approximately 
one hundred national or 
international networks.

Defense 
Advanced 
Research 

Project Agency 
(DARPA)
(usa gov)
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Yahoo
As of July 2003, Yahoo owns 
Overture, Fast/Alltheweb, 
AltaVista, and Inktomi
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Human Genome Project
Project goals were to 
- identify all the approximately 30,000 
genes in human DNA, 
- determine the sequences of the 3 billion 
chemical base pairs that make up human 
DNA, 
- store this information in databases, 
- improve tools for data analysis, 
- transfer related technologies to the private 
sector, and 
- address the ethical, legal, and social issues 
(ELSI) that may arise from the project. The 
Human Genome Project ends in 2003 with 
the completion of the human genetic 
sequence. 
IBM, Compaq, DuPont, and major 
pharmaceutical companies are among those 
interested in the potential for targeting and 
applying genome data. (source : 
www.ornl.gov)

GenBank
GenBank, the world's DNA sequence 
repository, was developed at Los Alamos 
National Laboratory (LANL) and later 
transferred to the National Library of 
Medicine. Chromosome-sorting capabilities 
developed at LANL and Lawrence 
Livermore National Laboratory enabled the 
development of DNA clone libraries 
representing the individual chromosomes. 
These libraries were a crucial resource in 
genome sequencing. 

GenBank#

Motorola
Nicolas Naclerio, head of Motorola's Biochip 
Systems Unit, former executive at Darpa
Motorola's biochip technology will use the 
results of the Human Genome Project. 
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Unicode Consortium (2003)
Full (Corporate) Members
Adobe Systems, Inc.
Apple Computer, Inc.
Basis Technology Corporation
Government of India  - Ministry 
of Information Technology
Government of Pakistan - 
National Language Authority
Hewlett-Packard
IBM Corporation
Justsystem Corporation
Microsoft Corporation
Oracle Corporation
PeopleSoft, Inc.
RLG
SAP AG
Sun Microsystems, Inc.
Sybase, Inc.
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Marko Peljhan and Mario Purkathofer investigate in their work 

the material structures on which the regime of transparency is 

based. While Marko Peljhan’s autonomous mobile research labora-

tory makrolab (1997-2007) hooked up to the communications streams 

from changing sites on various continents, and in this way carto-

graphed the territory of signals over a specific geographical point 

(Arns, “Faktura and Interface...“), the Swiss artist Mario Purkathofer’s 

travel agency sofatrips.com offers “trips into the information land-

ill. 6:   Trevor Paglen: Large Hangars and Fuel Storage (2005), from the series 
Limit Telephotography, courtesy of Altman Siegel Gallery, San Francisco, and 
Galerie Thomas Zander, Cologne.
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scape.” Conducted since 2006, his couch trips are movements through 

virtual and physical realms, for instance the on-foot tracing of the 

route taken by a text message within Zurich, coach trips to Geneva 

to the European research centre CERN (the site where the World-

Wide Web and Mosaic, the first graphic browser, were developed in 

the early 1990s), walks through the city or human data processions 

through the information landscape – up to the network boundary of 

Zurich. The routes inevitably pass by public telephone boxes, provid-

ers, computing centres, webcams, WLAN hotspots – in short, they 

traverse the infrastructures of old and new forms of communication. 

Sofatrips direct our attention to the material basis of our otherwise 

increasingly virtual world.

A good example of activist intervention in the invisible, flexible 

modulations of the control society – the code – is provided by the  

insert_coin project of Dragan Espenschied and Alvar Freude. Using the 

motto “Two people control 250 people,” the two students working  

for their diploma thesis at the Merz-Akademie in Stuttgart installed 

unnoticed a web proxy server that used a Perl script to manipulate 

in the academy’s data network the entire web data traffic of students 

and teaching staff. As Espenschied and Freude noted in a text on the 

occasion of their winning the International Media Art Award in 2001, 

their goal was to “examine the users’ competence and critical facul-

ties in relation to the everyday medium of the Internet.” 

The manipulated proxy server diverted the URLs entered to other 

web pages, modified HTML formatting codes, used a simple search-

and-replace function to alter current reports on news sites (for in-

stance by swapping over the names of politicians) as well as alter-

ing the content of private e-mails retrieved over web interfaces like 

Hotmail, Yahoo! or gmx. The manipulated web access was in opera-

tion for four weeks without being noticed by students or staff. When 

Espenschied and Freude made their experiment public, hardly any-

body was interested. Although the duo published a set of simple  

instructions for switching off the filter, only a tiny number of those 

affected took the time to deactivate the settings and in this way  

restore the flow of unfiltered data.8
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Vanishing and becoming invisible 

through maximum viewability

Spaces of inaccessibility and invisibility are becoming increasingly 

rare. That they should completely vanish from the practices of record-

ing is a utopian wish, or even indeed potentially suspicious. The sec-

ond category therefore encompasses projects that favour over-iden-

tification with the system and serve and confirm the pan-optical  

regime with its demand for permanent viewability. This category 

runs under the motto: Invisibility through maximum visibility;  

system overload through dissimulation.

The German artist Andreas Peschka occupied a very early and  

determined position in the above field. For the exhibition un.frieden. 

sabotage of realities (1996), he ordered a stamp with the print of the 

index finger of his right hand (Stempelset für Attentäter) and sold the 

stamp together with a tin of Vaseline. The purchasers were required 

by the contract of purchase to disseminate Peschka’s fingerprint as 

ill. 7:   Dragan Espenschied and Alvar Freude: Screenshot from insert coin
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widely as possible. The aim was to paralyse the system by making 

the artist’s absurdly self-reproduced fingerprint crop up simultane-

ously at different (crime) scenes around the world. A similar prin

ciple, incidentally, was behind “Metamute Meets Echelon – A Liter-

ary Competition,” which in September 2001 called for the submis-

sion of literary works deploying the entire vocabulary of the Echelon 

system. The aim was to overload the US surveillance system by 

flooding the networks with Echelon-related search strings.

Since 2001, Annina Rüst has been dedicating her work – both in 

her own right and as a member of the group Local Area Network 

(LAN) – to the theme of surveillance on the Internet and in public 

space. With TraceNoizer – Disinformation on Demand (2001/2002) LAN 

produced a tool intended to help users protect their online identity. 

The work blurs traces left in the Internet by algorithmically gener-

ating and automatically putting online a cloned home page with 

misleading personal information. In view of the vast quantity of ‘au-

thentic’ person-related information already accessible on the Inter-

net, the need for such an instrument would seem to exist. 

In protest against the paranoia and the rhetoric with which  

politicians increasingly legitimise the surveillance of e-mail traffic 

and the Internet, Annina Rüst and LAN launched the SuPerVillainiz-

er in 2002. With the aid of this conspiracy generator, any Internet user 

can in a few steps create ‘villains’ who exchange subversive mails 

(generated automatically and peppered with suspicious keywords) 

intended to confuse the Carnivore, Echelon and Onyx surveillance 

systems used by intelligence services around the world. Since 2002, 

the users of SuPerVillainizer have created 1,345 villains, who have 

communicated 1,137 conspiracies over 205,146 mails.

Since early 2001, the Italian net.art duo 0100101110101101.org  

has been working on the implementation of its largest and most 

elaborate project to date. Running under the title Glasnost (Transpar-

ency), it is a self-surveillance system that unceasingly collects infor-

mation about the life of the two members of 0100101110101101.org 

and publishes the uncensored data. The first step toward realising 

Glasnost was the project life_sharing (2001), whose title is an anagram 

of ‘file sharing.’ It permits Internet users direct online access to the 

artists’ computer. The storage content of the machine’s hard disk  

– texts, images, software, private mail and so forth – is subject to the 
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Gnu Public License (GPL), so it can be freely accessed, copied and  

manipulated: “life_sharing is a brand new concept of net architecture 

turning a website into a hardcore personal media for complete dig-

ital transparency.” 

After commencing the VOPOS project in January 2002, the duo 

have carried GPS (Global Positioning System) transmitters that send 

the coordinates of the artists’ locations to their publicly accessible 

website at regular intervals. The data transmitted is transferred  

to city maps, thus making the current location of the artists perma-

nently visible.

The Italian duo’s project today seems almost like a prophetic, and 

possibly frivolous, anticipation of what happened to Hasan Elahi,9 

assistant professor in the Department of Visual Art of Rutgers  

University, in the immediate aftermath of Nine-Eleven. After he was 

anonymously accused of possessing explosives, the FBI placed this 

American citizen of Bangladeshi origin under observation. Return-

ing from the Netherlands in 2002, he was arrested by FBI officers at 

Detroit Airport and learned he was suspected of terrorist activities 

(an annual total of more than 100,000 air miles made him even more 

suspicious). Six months of permanent interrogation followed, after 

which the FBI finally accepted the detailed information he had  

provided. 

For fear of eventually being incarcerated in Guantamo in spite  

of his release, Elahi then went on the offensive. Tracking Transience, 

the website on which he documents his entire life, has been online 

since December 2003. Thanks to a GPS transmitter, his location can 

be detected at any given time. Moreover, photographs meticulously 

document his daily life: meals, shopping, meetings with friends, 

bank transactions, even visits to the toilet.

The coils of the serpent

The three protagonists in Down by Law discovered outside the prison 

walls in the swamps of Louisiana nothing other than the ‘self- 

deforming cast’ of the society of control. These uncanny spaces are 

characterised by transparency, immateriality and performativity. 

Like a finely meshed net or sieve, whose weave alters from one  

moment to the other, they permanently envelop the bodies and  

objects moving inside them. These supple, constantly self-adapting 
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modulations are invisible, transparent. They elude human per

ception – yet, because they are everywhere at once they are more  

impenetrable than any enclosures built before them. The coils of the 

serpent are indeed even more complex than the burrows of a mole-

hill.

The age of transparency is distinguished by the decoupling  

of (panoptical) visibility and (post-optical) performativity. The truly 

acting, performative structures are now transparent – and thus elude 

our direct control. In that sense, the window that Roberto ‘Bob’  

Benigni chalks on the wall of his cell should be seen as a metaphor 

for Windows (or for any proprietary – or even non-proprietary –  

operating system, along with its interfaces), and the program code 

that brings forth these interfaces should be viewed as the new, ‘post- 

material’ basis of contemporary information and control societies  

– as their invisible, immaterial law. It is a question of closely observ-

ing these complicated contortions of the snake – and of disputing, 

when the occasion demands, their privilege of transparency.

Notes

1. Stated in Jean-François Lyotard’s press 

release for “Les Immatérieux” of January 

8, 1985.

2. While the term ‘society of control’  

was coined by Deleuze, the terms ‘age  

of transparency’ and ‘the post-optical 

age’ are my creations. In this article all 

three are used synonymously. According 

to Deleuze, the disciplinary society is 

superseded by the ‘society of control’. 

While the disciplinary society is 

characterised by (permanent) visibility 

and material structures, the society of 

control exerts power through invisible  

(= transparent) and immaterial environ-

ments – which are no less effective  

than their material predecessors.

3. “The numerical language of control  

is made of codes that mark access to 

information, or reject it. We no longer 

find ourselves dealing with the mass/

individual pair. Individuals have become 

‘dividuals,’ and masses, samples, data, 

markets, or ‘banks’” (Deleuze 185).

4. In his essay “A Small History of 

Photography” (1931), Walter Benjamin 

defined the ‘optical unconscious’ as  

an unconscious visual dimension of the 

material world that is normally filtered 

out from people’s social consciousness, 

thus remaining invisible, but which  

can be made visible using mechanical 

recording techniques (such as photo

graphy and film: slow motion, enlarge-

ment): “For it is another nature that 

speaks to the camera than to the eye: 

other in the sense that a space informed 

by human consciousness gives way to  

a space informed by the unconscious. 

Whereas it is a commonplace that, for 

example, we have some idea what is 

involved in the act of walking, if only  

in general terms, we have no idea at  

all what happens during the fraction  

of a second when a person steps out. 

Photography, with its devices of slow 

motion and enlargement, reveals the 

secret. It is through photography that  
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we first discover the existence of this 

optical unconscious, just as we discover 

the instinctual unconscious through 

psychoanalysis” (243).

5. Unlike a strategy, a tactic acts not  

from its own place (of power) or from its 

own basis, but always within the terrain 

of the enemy. Strategies and tactics differ 

in their types of action. While a strategy 

can produce and impose its own spaces, 

tactics can merely use, manipulate and 

rededicate these spaces. The tactic 

“operates in isolated actions, blow by 

blow, takes advantage of ‘opportunities’ 

and depends on them, being without  

any base where it could stockpile its 

winnings, build up its position, and  

plan raids. What it wins it cannot keep. 

This nowhere gives a tactic mobility, to  

be sure, but a mobility that must accept 

the chance offerings of the moment, and 

seize on the wing the possibilities that 

offer themselves at any given moment” 

(de Certeau 37).

6. Many of these projects are documented 

in the exhibition catalogue Ctrl_Space. 

Rhetorics of Surveillance from Betham to  

Big Brother (Frohne et al.).

7. http://www.ubermatic.org/life/ (last 

accessed August 11, 2009).

8. Even several months after conclusion  

of the experiment, web access from most 

of the Academy’s computers continued  

to be filtered.

9. http://elahi.rutgers.edu/ (last accessed 

August 11, 2009).
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